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Abstract of the contribution: This paper discusses the need for segmentation and reassembly of Non-IP data packets.
1. Background
Non-IP packets have a maximum packet size. The maximum packet size is based on operator configuration per PDN connection.  The value is signalled to the UE in the PCO and it is signalled to the SCS/AS during the NIDD Configuration procedure.

If an application messaging protocol is to be bound to NIDD (Non-IP Data Delivery), it must account for the maximum packet size. Application layer messages must be segmented before being sent through the network and then re-assembled by the recipient to re-form the application layer message.
In SP-160952, SA made the following request of oneM2M “To ensure that the 3GPP work on SCEF northbound API fulfils the oneM2M needs, 3GPP SA kindly requests oneM2M to provide their coherent API requirements, so that 3GPP can deliver the work accordingly.” 
In S2-171648, oneM2M asked SA2 to refer to oneM2M TR-0024 for API requirements.  
Section 8.7.2.1.1 of oneM2M TR-0024 states "If the IN-CSE and UE hosted MN-CSE, ADN-AE, or ASN-CSE desire to exchange packets that are larger than 128 bytes, then segmentation and re-assembly will need to be performed in the IN-CSE and the UE hosted MN-CSE, ADN-AE, or ASN-CSE.  It is for FFS how packet segmentation and re-assembly will be accomplished.”

The requirement below is from oneM2M TR-0024 and based on section 8.7.2.1.1 of TR-0024.  

· REQ-8.7-07: Support for segmentation and re-assembly for NIDD.
2. Discussion
Applications that use Non-IP data delivery will often require acknowledged data transfer and detection and elimination of duplicate packets. Also, if the messages are larger than the NIDD maximum packet size that has been configured by the operator, applications will also require message segmentation/reassembly. The Reliable Data Service protocol already provides acknowledged data transfer and detection and eliminate duplicate packets. However, the SCEF does not provide support for message segmentation/reassembly.
Scenario 1 (Message Size is Less than or Equal to the Maximum Packet Size)
If the application layer message is less than or equal to the maximum packet size, it is straight forward to bind the application layer messaging protocol to NIDD. This is illustrated in Figure 1. 
If the Reliable Data Service protocol is used in this scenario, it will provide acknowledged transfer and detection and elimination duplicate packets. Thus, the SCS/AS would not need to add special support for segmentation, reliable data transfer or detection and elimination duplicate packets.
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Figure 1. Message Size is Less than or Equal to the Maximum Packet Size
Scenario 2 (Message Size is Greater than the Maximum Packet Size)
In this scenario the application layer message is greater than the maximum packet size. Here, it can be seen that the SCS/AS will be required to segment the message into smaller pieces to fit into the maximum non-IP packet size.  This will require an adaption layer in the SCS/AS and UE to support segmentation and reassembly. The Mobile Terminated case is illustrated in Figure 2. 
If the Reliable Data Service protocol is used, it will provide acknowledged transfer and detection and elimination duplicate packets. However, in order to bind to NIDD, the SCS/AS and UE will be required to add support for segmentation and reassembly.
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Figure 1. Message Size is Greater than the Maximum Packet Size
3. Proposal
In order to simplify the UE Application and avoid the need for an additional adaptation layer, it is proposed that the Reliable Data Service protocol be updated to support packet segmentation and re-assembly. A CR is proposed in S2-175704.
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